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How to Set Up GDAP for Resellers 
A Practical Guide for Resellers to Connect to Customer Microsoft 

Tenancies Using Granular Delegated Admin Privileges (GDAP) 

Introduction 
Granular Delegated Admin Privileges (GDAP) is a Microsoft security feature that enables 
resellers (MSPs/IT Providers) to obtain controlled, secure, and specific access to their 
customers' Microsoft Tenancies. Setting up GDAP allows you to assist customers with 
support, troubleshooting, and administrative tasks while maintaining a high level of 
security. 

What is GDAP? 
GDAP stands for Granular Delegated Admin Privileges. It provides more precise admin 
access to Microsoft Tenancies, diƯerentiating between various roles and permission 
levels. GDAP does not impact licensing or procurement and does not cause downtime if 
inactive or expired. 

How to Set Up GDAP as a Reseller 

Step 1: Log in to Your Microsoft Partner Centre. 
Ensure you have the necessary administrative credentials to manage customer 
relationships. 
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Step 2: Select the Customer 
 In your Microsoft Reseller Tenancy portal, navigate to the Customers section. 

 

 Choose the customer tenancy you wish to connect to using GDAP. 
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Step 3: Request a New Admin Relationship 
 On the left-hand menu, select Admin Relationship. 

 

 Click Request for new relationship. 

 

 

Step 4: Enter Required Information 
 Admin Relationship Name: Use the format Reseller Name   (replace   with the 

customer’s company name). 
 Duration: Enter 730 days (or less, if preferred). 
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 Entra ID Roles: Select the following roles (adapt as necessary for your needs): 
 

 Header: Identity 
 Helpdesk Administrator 
 License Administrator 
 Privileged Authentication Administrator 
 Privileged Role Administrator 
 User Administrator 
 Application Administrator  
 Cloud Application Administrator 
 External Identity Provider Administrator 

 
 Header: Other 
 Service Support Administrator 
 Directory Writers 
 Domain Name Administrator 

 
 Header: Read Only 
 Directory Readers 
 Global Reader 
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Step 5: Finalize the Request 
 Once all required fields are filled in and roles selected, click Finalize Request. 
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 A connection URL will be generated for the GDAP relationship. 

 



 

Email us today at help@leadercloud.com.au 

Step 6: Establish the GDAP Connection 
 Ensure you are logged into your client’s Microsoft tenancy with Global Admin 

rights. 
 Run the generated GDAP URL. 
 Follow the prompts to accept the admin relationship. 

Step 7: Confirmation 
 Once accepted, head back to your Microsoft Partner Centre and finish the GDAP. 

It will have a little triangle like this: 

 

 Click into the GDAP and apply Help Desk in security groups to all the entra rolls 

 

Add admin agents and help desk agents
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Click Save and give it 5 minutes to sync. Then you are ready to go 놴놲놵놶놷놳 

 


